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What Have We Recently Done? 
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Implemented Multi-
Factor Authentication 
(MFA)

June 2022

NC National Guard 
Cyber Assessment

Dec. 2022

Enhanced Backups 
for Disaster Recovery

Feb. 2023

Formed a Security 
Steering Committee

Mar. 2023

Security Awareness 
Program & Training

July 2023

US Homeland Security  
Cyber Resilience 
Review

Aug. 2023

Awarded $100,000 
security grant

Sep. 2023



Strategic Goals 
for 23/24
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Enhance vulnerability management

Reduce 
exposure & 

risk

Security awareness program for all 
staff. 

Train and 
increase 

awareness

Managed security team that monitors 
threats and incidents.

Increase 
identification 

of threats

Improve communication of policies 
and accountability.

Develop 
cybersecurity  

culture



What’s the Impact?
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Compromised 
Sensitive Data

Financial Losses Reputation 
Loss

• Recovery costs from ransomware average:  ~ 8 million dollars
• Average recovery time: 287 days

Disruption of 
Services



How can you help support cybersecurity?
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• Participate in cybersecurity training

• Funding support for cybersecurity needs

• October is cybersecurity awareness month 
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